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C O N T A C T A B O U T  M E

T E C H N I C A L  S K I L L S

E D U C A T I O N

W O R K  E X P E R I E N C E

Data Leak Prevention
Dark Web Monitoring
Netskope SSE Solution
Forcepoint Solution
Endpoint Protector Solution
Compliance and Risk Management
MDM Management 
Computer Networking
RFP/RFI Management & Proposal
Development
POC Project Management
Cross-functional Team Collaboration
Command-Line Operations (Linux Shell,
Scripting)
Collaboration with GRC for Infosec-related
Investigation
Security Awareness Training

Bachelor of Technology in Computer Science 

RBS Engineering Technical Campus 
2018-2022

Cyber Security Consultant
Data Resolve Technologies 

Managed RFPs and RFIs, ensuring proposals aligned with client needs and
technical feasibility.
Led POC projects, increasing client engagement and conversions.
Monitored industry trends to share insights with clients and internal teams for
better product decisions.
Collaborated with sales, engineering, and support teams to deliver effective
technical solutions.
Designed and delivered training to streamline POC processes and reduce cycle
time.
Worked in a Linux shell environment, handling deployments, troubleshooting, and
configurations.
Used infosec tools to identify vulnerabilities and improve product security.

Aug 2022 - Sep 2023

Cybersecurity professional with 3 years of experience in managing enterprise-level
security solutions, including DLP and MDM deployments, dark web monitoring, and
IT risk management. Skilled in leading cross-functional teams and delivering
cybersecurity awareness training. Seeking a position in IT and Security to leverage
my expertise in securing organizational data and driving tech innovation.

L A N G U A G E S

English

Hindi

Y A S H  K A N T
 S E C U R I T Y  
E N G I N E E R

Cyber Security Solution Consultant
Frux Technologies Oct 2023 - Apr 2024

Intermediate 

REI Intermediate College
2018

Highschool

REI Intermediate College
2016

Handled end-to-end management of RFPs and RFIs, ensuring well-structured
responses aligned with client expectations and technical feasibility.
Led POC (Proof of Concept) projects, guiding prospects through product
capabilities and helping accelerate decision-making.
Played a key role in product training and process development, focusing on
shortening POC cycles and improving overall conversion rates.
Comfortable working across Linux (GNOME & Debian) environments, with strong
proficiency in command-line operations.
Developed a solid understanding of network architectures and security
components including Firewalls, EDR/XDR, ZTNA, VPNs, Antivirus solutions, and
Proxies.
Possess expert-level knowledge of Linux, Mac, and Windows operating systems,
allowing flexibility across different tech ecosystems.
Frequently work with Shell scripting for small automation tasks and system-level
troubleshooting.

Playing Guitar and Listening to Music 
Travelling and Exploring New Places 

H O B B I E S

Security Engineer
Zomato, Blinkit May 2024 - Currently Working
Currently leading the deployment and management of Data Leak Prevention (DLP)
solutions across Zomato, Blinkit, Hyperpure, and District to strengthen data
security posture.
Spearheading the Mobile Device Management (MDM) implementation and
operations for Zomato, Blinkit, and Hyperpure, ensuring secure and compliant
device usage across teams.
Actively monitoring the dark web for organizational data exposure, helping to
proactively detect and respond to potential data breaches.
Managing a cross-functional IT team to deploy, support, and maintain various
cybersecurity and IT infrastructure solutions.
Collaborating with the GRC (Governance, Risk, and Compliance) team to manage
IT risk and ensure continuous compliance with internal and external standards.
Participating in investigations related to data theft and suspicious activities
alongside the GRC team to support incident response and containment.
Leading and delivering cybersecurity awareness training for both tech and non-
tech teams across the organization, fostering a security-first culture.


